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VIDEO MONITORING ACCOUNTABILITY PROGRAM 

1. PURPOSE.

The purpose of this directive is to establish the minimum capability requirements and
accountability for the authorized use and safeguarding of Video Surveillance Systems
(VSS) used by U.S. Customs and Border Protection (CBP) in facilities designated to
detain or process migrants.

2. BACKGROUND.

2.1 VSS provides CBP with tactica� live-feed video monitoring and forensic video
recordings of CBP employees and contractors while performing law enforcement
activities, emergency medical services, and care-in-custody actions in facilities
designated to detain or process migrants.

2.2 VSS technology has demonstrated its value to provide tactical, live-feed video
monitoring of CBP operations and interactions with the public. VSS also provides both
situational awareness and validation of emergency notifications (i.e., intrusion detection
systems and duress alarms), thereby contributing to the safety of CBP employees and the
public.

2.3 VSS technology has demonstrated its value in establishing facts surrounding a law
enforcement encounter with the public. VSS provides evidence of criminal activity,
documenting and validating the performance of CBP employees and contractors during
interaction with the public and promotes integrity in the execution of the CBP Mission.

2.4 VSS recorded data can only provide limited and visually constrained perspective of an
encounter and should only be used to confinn or invalidate other forms of evidence such
as, applicable witness statements, interviews and testimonies, forensic analysis, and
documentary evidence.

2.5 VSS technology is used to enhance CBP's ability to document and review statements and
actions for reporting purposes, congressional oversight, or legal defense for allegations of
misconduct or other complaints against the agency. The technology may also be useful to
validate the integrity and professionalism of CBP employees and contractors against
unsubstantiated accusations, provide evidence in support of criminal prosecutions, and
























